## Agenda

<table>
<thead>
<tr>
<th>Time</th>
<th>Session</th>
<th>Co-Chairs</th>
</tr>
</thead>
<tbody>
<tr>
<td>9:45 am</td>
<td>Welcome and Introductions</td>
<td>Senator Thomas C. Alexander, South Carolina</td>
</tr>
<tr>
<td>10-10:45 am</td>
<td>Cybersecurity Workforce Solutions</td>
<td>Senator Thomas C. Alexander, South Carolina</td>
</tr>
<tr>
<td>10:45-11:20 am</td>
<td>State Privacy Laws: Keeping Security at the Forefront</td>
<td>Senator Whitney Westerfield, Kentucky</td>
</tr>
<tr>
<td>11:20-11:30 am</td>
<td>Break</td>
<td></td>
</tr>
<tr>
<td>11:30 am-12:15 pm</td>
<td>Bridging the Gap Between Technology Innovations and Privacy Policymaking</td>
<td>Representative Cindy Ryu, Washington</td>
</tr>
</tbody>
</table>

### Cybersecurity Workforce Solutions
Government and industry both face a persistent challenge in recruiting skilled cybersecurity professionals capable of protecting systems against the threat of malicious actors. Learn about current initiatives and partnerships that are working to help fill the demand.

**Moderator**
- Senator Thomas Alexander, South Carolina

**Speakers**
- Monique Appeaning, Fiscal Analyst/Special Projects Coordinator, Louisiana
- Merritt Baer, Principal, Office of the CISO, AWS Security

### State Privacy Laws: Keeping Security at the Forefront
Many states have laws requiring reasonable security measures. Hear about the importance of considering the interrelatedness of comprehensive privacy and data security laws.

**Moderator**
- Senator Whitney Westerfield, Kentucky

**Speaker**
- Jim Dempsey, Senior Policy Advisor, Program on Geopolitics, Technology and Governance, Stanford Cyber Policy Center; Lecturer, UC Berkeley School of Law, California

### Bridging the Gap Between Technology Innovations and Privacy Policymaking
Considering the technical feasibility of requirements in privacy legislation is an important part of the policymaking process. Learn about efforts to bring technical expertise to legislatures and to include “privacy by design” considerations in technology.

**Moderator**
- Representative Cindy Ryu, Washington

**Speakers**
- Kent Lambert, Chair, Digital Privacy, Policies and Legislation Subgroup, IEEE, Colorado
- Representative Steve Elkins, Minnesota
<table>
<thead>
<tr>
<th>Time</th>
<th>Event</th>
<th>Details</th>
</tr>
</thead>
</table>
| 12:15-1:30 pm| Lunch and Federal Cybersecurity Grant Update                          | The Department of Homeland Security will be awarding grants to address cybersecurity risks and cybersecurity threats to information systems owned or operated by, or on behalf of, state, local or tribal governments. Learn more about the program over lunch. Moderator  
  • Senator Thomas Alexander, South Carolina  
  Speaker  
  • Bess Mitchell, Branch Chief, Grant Operations, CISA Stakeholder Engagement Division, Washington D.C. |
| 1:30-2:10 pm | Trends in State Privacy Laws                                          | More than half the states have introduced comprehensive privacy legislation in the past three years, and five have enacted laws. This session will provide an overview of trends in state privacy laws and legislation. Moderator  
  • Representative Andrew Collins, Arkansas  
  Speaker  
  • David Stauss, Partner, Husch Blackwell, Denver |
| 2:10-2:15    | Break                                                                 |                                                                                                                                                                                                          |
| 2:15-3 pm    | Cybersecurity and Privacy Short Takes                                 | Short, focused presentations on cybersecurity and privacy policy issues or legislation. Moderator  
  • Senator Thomas C. Alexander, South Carolina  
  Topics  
  • Dark Patterns  
    • Will Rinehart, Sr. Research Fellow, Center for Growth and Opportunity, Utah  
  • Connecticut Data Privacy and Online Monitoring Law  
    • Senator Bob Duff and Senator James Maroney, Connecticut  
  • Federal Privacy Legislation Update  
    • Erlinda Doherty, Sr. Legislative Director, State-Federal Relations, NCSL, Washington D.C. |
| 3-3:30 pm    | Ethical and Responsible Data Stewardship                              | In a world of 25 billion connected devices and 450 exabytes of data, the lines are blurred between informative and creepy, smart and invasive, efficient and vulnerable. Even if companies are not breaking laws when designing or using products and services that gather or use large amounts of data, the public relations consequences of missteps or blunders by anyone in the supply chain can be significant. Trustworthiness starts with an ability to explain how the technology works. While we’re under the hood implementing and auditing new technologies, we can be taking steps to improve ethical and responsible data stewardship. This session reviews the European Commission guidelines for trustworthy artificial intelligence, how these guidelines mirror those proposed in the U.S., and where they are being used to develop industry standards for advanced automation, analytics, and algorithmic decision making. |
# Cybersecurity Task Force and Privacy Work Group

## Moderator
- Senator Louis DiPalma, Rhode Island

## Speaker
- Sarah Alt, Chief Business Process Officer & Principal Consultant, Michael Best & Friedrich LLP, and Founder & CEO, Ethical AI Consortium, Inc.

### 3:30-4 pm
Room 108

**Business Meeting**
Discuss future work products for the Privacy Work Group and Cybersecurity Task Force and suggest potential topics for upcoming meetings.

**Presiding**
- Senator Thomas C. Alexander, South Carolina

### 4-5:30 pm
Room 607

**Hackers’ Village and Reception**
The common stereotype of a hacker is a person who accesses computer systems to steal, modify or destroy data. But hackers are also highly skilled IT users who can identify potential vulnerabilities or use their technical knowledge to achieve a lawful goal. During this informal reception, you’ll learn the basics of hacking, ransomware negotiation, physical security and cybersecurity research and will be able to explore hands-on interactive activities like lockpicking, IoT hacking, cryptography puzzles and more.

**Introductions**
- Susan Frederick, Sr. Federal Affairs Counsel, State-Federal Relations, NCSL, Washington D.C.
- Beau Woods, Cyber Safety Innovation Fellow, Atlantic Council; Founder/CEO of Stratigos Security; I Am The Cavalry

---

**Cybersecurity Task Force and Privacy Work Group Sponsors**

- Walmart
- Amazon
- American Institute of CPAs
- AT&T
- BSA | The Software Alliance
- Center for Growth & Opportunity
- Consumer Data Industry Association (CDIA)
- CTIA - The Wireless Association
- Equifax
- Google
- NCTA - The Internet & Television Association
- NEC
- Okta
- Oracle
- RELX
- ZoomInfo