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Women in Computer Science
Goal: increase women in computer science

New components
◦ Application diversity in introductory courses including cyber security

◦ Cyber security learning community 

◦ Mentoring 

◦ Internships

◦ Research with faculty

◦ Summer courses for a head start and/or catch up

Donor Sponsored Program 

Additional funding needed for research opportunities, attending Grace Hopper, scholarships, 
teaching and research assistantships
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Cybersecurity Core Courses
Sample Courses in Cyber Security

◦ Information Protection and Security

◦ Cryptography and Applications

◦ Privacy in Mobile Computing

◦ Usable Security

◦ Smart and Security Sensor Network Applications

◦ Network Security

◦ Foundations of Information Security

◦ Secure Systems Administration
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Scholarship for Service
Center of Academic Excellence in Information Assurance Education and Research

National Science Foundation Funding
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Student Advantages

Stipend
◦ $22,500 undergraduate

◦ $34,000 graduate

Professional development ]

Research

Career conference

Civil Service internship & employment

Employer Advantages

Student prepared for civil service 
internship & employment

Employee with two or more years of 
cyber security experience

Employee with an extended cohort of 
cyber security colleagues 

US citizen or permanent resident 
employee



Sample Employers of NMT’s SFS Graduates
Air Force

American Indian Health Center

Army Corp of Engineers 

Army Intelligence - Fort Huachuca 

Central Intelligence Agency

Department of Homeland Security

Defense Information Systems Agency 

Federal Bureau of Investigation

Federal Reserve

Fort Huachuca

Idaho National Laboratory

National Security Agency 

Sandia National Laboratory 

Lincoln Laboratory 

Idaho National Laboratory 

Los Alamos National Laboratory 

Space and Naval Warfare Systems Agency 

Railroad Retirement Board 

4/21/17 NATIONAL CONFERENCE OF STATE LEGISLATURES’ CYBERSECURITY TASK FORCE MEETING 5



A Few Cyber Security 
Participants
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network security with a 
focus in access control, 
authentication, and 
privacy

Kevin 
Schmittle

modern programming-
based attacks, as well as 
the mitigations that 
combat them

Kyle Buchmiller 

SFS Extra Credit 

Phrase that describes my research area: 

I am currently doing research on modern programming-based attacks, as well as the mitigations that 

combat them. I am currently surveying what information exists, with the intent of seeing if a generic, 

widely-distributed defense tool is plausible. The specific attacks I’m looking at are Return-oriented 

programming, Sigreturn-oriented programming, and Jump-oriented programming.   

 

Unfortunately, I don’t have a professional picture of myself, nor do I  have a picture of me doing 

anything even remotely computer-sciency… so perhaps we could say this photo here demonstrates SFS 

students are well-versed and don’t ONLY spend time in front of the computer.  

 

 

cyber security with a focus on human 
computer interactions with primary goal 
of making cyber security more intuitive 

rootkit detection on 
smartphones

Maxwell
Hill

Kyle 
Buchmiller

Owen 
Parkins



Contact:
Lorie M. Liebrock

Graduate Dean 

Professor of Computer 
Science

graduate@nmt.edu

575-835-5481
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New Mexico Tech
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Socorro, NM 87810
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