Cybersecurity Task Force  
Virtual Zoom Meeting, May 28, 2020

Ransomware Resistance: Lessons Learned and Guidance for Government

State and local governments are increasingly the target of ransomware. Learn why state and local governments are frequent targets of ransomware attacks. Hear about actions legislatures can take and questions they can ask of their IT professionals to help protect their jurisdictions from similar threats.

<table>
<thead>
<tr>
<th>Time</th>
<th>Session</th>
</tr>
</thead>
</table>
| 5 minutes | Welcome, Meeting Guidelines and Introductions  
- Susan Frederick, NCSL  
**Cybersecurity Task Force Co-Chairs:**  
- Assemblymember Jacqui Irwin, California  
- Senator Thomas C. Alexander, South Carolina |
| 15 minutes | Texas’ Experience  
Hear about ransomware and cybersecurity training legislation enacted in Texas, sponsored by Task Force member Representative Giovanni Capriglione.  
**Speaker:**  
- Representative Giovanni Capriglione, Texas |
| 15 minutes | Atlanta’s Experience  
Like many state and local governments recently, Atlanta was the target of ransomware in 2018. The attack impacted several government services like 911, wastewater treatment, police and more. Hear how a team of professionals worked with city officials to help Atlanta recover from the attack.  
**Speakers:**  
- Yejin Jang, Director of Government Affairs, and Jonathan Jesse, Senior Systems Engineer, Forescout |
| 10 minutes | Discussion and Q & A |

**Please Note:** In Zoom, to speak, please “raise your hand” by clicking on the icon labeled “participants” at the bottom center of your screen OR use the chat box to type a question, make a comment or to note that you would like to speak. If you are calling in by phone, your phone may be automatically muted, but you can email pam.greenberg@ncsl.org if you would like to speak.