Executive Committee Task Force on Cybersecurity
Legislative Summit Agenda

All sessions will be held at the McCormick Place West Convention Center, unless otherwise noted.

<table>
<thead>
<tr>
<th>Sunday, August 7</th>
<th>NCSL Cybersecurity Task Force</th>
</tr>
</thead>
<tbody>
<tr>
<td>1:00 p.m. - 5:00 p.m.</td>
<td>The mission of the NCSL Cybersecurity Task Force is to engage members in policy discussions, educate members and extend networking opportunities to legislative leaders on cybersecurity issues. This half-day program will explore several cybersecurity issues in depth. Open to anyone interested.</td>
</tr>
<tr>
<td>1:00-1:15 p.m.</td>
<td>Co-Chairs: Welcome and Introductions</td>
</tr>
</tbody>
</table>
| Room: W179b | • Assemblymember Jacqui V. Irwin, California  
• Representative Curtis M. Oda, Utah |
| 1:15-2:45 p.m. | Two Tools for Cybersecurity: Risk Assessment and Data Analytics |
| Room: W179b | As cyberattacks grow and become more sophisticated, data analytics are an important line of defense to predict, detect and prevent security threats. Learn how big data analytics are being used in the cybersecurity battle and hear about risk assessment resources available to states. |
| | Speakers: |
| | • Tom Baden, Commissioner and Chief Information Officer, Minnesota  
• Stu Bradley, Vice President of Cybersecurity Solutions, SAS, North Carolina  
• Angela Gleason, American Insurance Association, Washington, D.C. |
| 3:00-4:30 p.m. | Cybersecurity Education and Workforce Development |
| Room: W179b | Ensuring the security of state systems requires employees to have a specific skill set, background, education and training, and to update their skills to advance with the technology. This multifaceted conversation focuses on encouraging a robust network of cybersecurity education, training and workforce development. Hear how states can recruit, train, develop and retain a highly qualified workforce; and how to develop common cybersecurity language and standards in education and training. |
| | Speakers: |
| | • Senator Susan Lee, Maryland  
• Rodney Petersen, National Initiative for Cybersecurity Education, U.S. Department of Commerce, Maryland  
• Seth Robinson, Senior Director, Technology Analysis, CompTIA, Illinois  
• Captain Paul J. Tortora, USN (ret), Center for Cyber Security Studies, U.S. Naval Academy, Maryland |
Task Force Business Meeting

Members of the Task Force discuss upcoming projects and sessions. 

Presiding:

- Assemblymember Jacqui V. Irwin, California
- Representative Curtis M. Oda, Utah
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List of Members

Co-Chairs
Representative Curtis Oda, Utah
Assemblywoman Jacqui Irwin, California

Members by State
Katy Proctor, Arizona
Austin Heyworth, Assembly, California
Representative Max Tyler, Colorado
Representative Don L. Parsons, Georgia
Sarah Freeman, Legislative Services Agency, Indiana
Senator Steve J. Sodders, Iowa
Terri Clark, Legislative Office of Information Services, Kansas
Monique Appeaning, Legislative Fiscal Office, Louisiana
Senator Susan C. Lee, Maryland
Representative Angelo J. Puppolo Jr., Massachusetts
Representative Pat Garofalo, Minnesota
Representative Scott DeLano, Mississippi
Representative Daniel Zolnikov, Montana
Representative Kelly K. Fajardo, New Mexico
Representative Blair B. Thoreson, North Dakota
Senator Louis P. DiPalma, Rhode Island
Representative Stephen R. Ucci, Rhode Island
Senator Thomas C. Alexander, South Carolina
Representative Mathew Wollmann, South Dakota
Mark Humphrey, Information Systems, Legislative Council, Texas
Senator Frank W. Wagner, Virginia
Lisa Wallmeyer, Jt Commission on Tech & Science, Virginia
Senator Sharon R. Brown, Washington
Representative Zack Hudgins, Washington

Task Force Major Sponsor
AT&T

Other Sponsors
Apollo Education Group
CompTIA
MasterCard
Toyota
Walmart

NCSL Staff
Caroline Carlson, CO
Danielle Dean, DC
Susan Frederick, DC
Pam Greenberg, CO
Danielle Jarchow, DC
Heather Morton, CO
**Monday, August 8**

**Legislative Summit, Sessions of Interest**

<table>
<thead>
<tr>
<th>Time</th>
<th>Event</th>
<th>Location</th>
</tr>
</thead>
<tbody>
<tr>
<td>7:00 a.m.-5:00 p.m.</td>
<td>Registration* registration fees apply to all except Energy Policy Summit</td>
<td></td>
</tr>
<tr>
<td>7:30 a.m.-12:45 p.m.</td>
<td>Energy Policy Summit (No Legislative Summit registration fee required)</td>
<td>Room: W190</td>
</tr>
<tr>
<td>9:15 am – 11:00 a.m.</td>
<td>Weathering the Storm—Risk, Vulnerability and the Electric Grid</td>
<td></td>
</tr>
<tr>
<td></td>
<td>The electric grid may be the most critical component of modern society, powering our homes and workplaces; delivering heating, cooling and fresh water; and sustaining the operation of our economy. When storms, cyber-attacks, technology failures and other incidents take down the grid, the results can be devastating for individuals, communities and state economies. This session will explore risks faced by the modern grid, the costs of power failure, and approaches for securing the grid against the most serious threats.</td>
<td></td>
</tr>
<tr>
<td>9:15 a.m. – Federal and Industry Actions to Address Risks</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>• Scott Aaronson, Managing Director of Cyber and Critical Infrastructure Security, Edison Electric Institute</td>
<td></td>
</tr>
<tr>
<td></td>
<td>• Devon Streit, Deputy Assistant Secretary for Infrastructure Security and Energy Restoration, U.S. Department of Energy</td>
<td></td>
</tr>
<tr>
<td></td>
<td>• Duane Highley, President and Chief Executive Officer, Arkansas Electric Cooperative Corp.</td>
<td></td>
</tr>
<tr>
<td>10 a.m. – Keynote</td>
<td>Conversation with Ted Koppel, journalist and author of Lights Out: A Cyberattack, A Nation Unprepared, Surviving the Aftermath</td>
<td></td>
</tr>
<tr>
<td>1:00-2:30 p.m.</td>
<td>Diving the &quot;Dark Web&quot; to Prevent Crime</td>
<td>Room: W176bc</td>
</tr>
<tr>
<td></td>
<td>A portion of the online world known as the &quot;dark web&quot; allows criminal enterprise, including terror groups, to use hidden networks to digitally plan and carry out criminal acts. Learn about intergovernmental strategies to help state and local law enforcement investigate and prevent these crimes.</td>
<td></td>
</tr>
<tr>
<td></td>
<td><strong>Presiding:</strong></td>
<td></td>
</tr>
<tr>
<td></td>
<td>• Senator W. Briggs Hopson, Mississippi</td>
<td></td>
</tr>
<tr>
<td></td>
<td>• Senator Delores Kelley, Maryland</td>
<td></td>
</tr>
<tr>
<td></td>
<td><strong>Speakers:</strong></td>
<td></td>
</tr>
<tr>
<td></td>
<td>• Representative Chad Magendanz, Washington</td>
<td></td>
</tr>
<tr>
<td></td>
<td>• Jason Thomas, Thomson Reuters Special Services, Virginia</td>
<td></td>
</tr>
<tr>
<td>2:30-4:00 p.m.</td>
<td>Protecting Legislative Data—Wherever It Is</td>
<td>Room: W185bc</td>
</tr>
<tr>
<td></td>
<td>Legislators and staff increasingly use smartphones and other mobile devices to store or access legislative data, along with professional and personal correspondence and information. Commercial cloud services also are commonly used for email or data storage. It’s no longer just the role of IT to protect that data, however. Explore and discuss the challenges facing legislatures about security, public records and roles and responsibilities within legislatures. (Note: This will be a Live Streaming Session.)</td>
<td></td>
</tr>
<tr>
<td></td>
<td><strong>Speakers:</strong></td>
<td></td>
</tr>
<tr>
<td></td>
<td>• Brett Ferguson, Texas Legislative Council</td>
<td></td>
</tr>
<tr>
<td></td>
<td>• Soren Jacobsen, Legislative Services, Idaho</td>
<td></td>
</tr>
<tr>
<td></td>
<td>• Sharon Crouch Steidel, Information Systems &amp; Telecommunications, Virginia House of Delegates</td>
<td></td>
</tr>
</tbody>
</table>
Thursday, August 11

Legislative Summit, Sessions of Interest Cont.

9:30-10:30 a.m.
Room: W185bc

Issue Session: Cybersecurity Showdown -- Challenges and Strategies for States

Cyber threats have enormous implications for government security, economic prosperity and public safety. In rapid fire blasts, learn about key cybersecurity issues and perspectives: government, financial and consumer data, water and energy threats, IT security and law enforcement challenges—all with an eye toward collaborative strategies to combat these elusive and ever evolving threats.

Moderator:
- Representative Max Tyler, Colorado

Panelists:
- Andrew Bochman, Idaho National Laboratory, Idaho
- Joe Demarest, Ernst & Young, New York
- Ashwini Jarral, IJIS Institute, Virginia

9:30 a.m.-Noon
Room: W187

Deep Dive: Welcome to the Third Wave of the Future

Economic powerhouses like Uber, Lyft and AirBnB challenged the culture and structure of prevailing business models. Now the dawn of a new technological revolution is on the horizon—the "third wave" of the internet. It will change our lives in unimaginable ways. What you'll learn: How, as the major funder of some sectors, government will be an important ally in reacting to—and shaping—the changing landscape. Why entrepreneurs will be looking at the public sector as a vital customer, not merely a regulator.

Moderator:
- Doug Robinson, NASCIO, Washington, D.C.

Panelists:
- Jim Geringer, Esri, Wyoming
- Jim Madaffer, Madaffer Enterprises, California
- Franz Paasche, PayPal, New York
- Gary Shapiro, Consumer Technology Association, Virginia

2:00-3:30 p.m.
W180

Staffing for Cybersecurity

How can government and legislative IT offices be sure they have the budget, staff and skill sets necessary to protect against ever-increasing cyber threats and balance costs versus risks? Can government compete for qualified security professionals? Which tools or practices, such as security audits, are essential?

Moderator:
- Linda Wettstone, Senate Clerk's Office, Virginia General Assembly

Panelists:
- Doug Robinson, NASCIO, Washington, D.C.
- Mike Rohrbach, Legislative Service Center, Washington

The NCSL Executive Committee Task Force on Cybersecurity will next meet during the NCSL Capitol Forum to be held in Washington, D.C., Dec. 6-9, 2016.

Please plan to attend!