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Fred Cate is Vice President for Research, Distinguished Professor, C. Ben Dutton Professor of Law, and Adjunct Professor of Informatics and Computing at Indiana University. His work focuses on information security and privacy law and policy issues. He served as the founding director of IU’s Center for Applied Cybersecurity Research from 2003 to 2014, where he is now a senior fellow. During his tenure as director, IU was recognized by the federal government as a National Center of Academic Excellence in both Information Security Research and Information Security Education. He also served as founding managing director of the IU Center for Law, Ethics and Applied Research in Health Information from 2011 to 2015.

Mr. Cate is a member of the National Academies’ Forum on Cyber Resilience, the Department of Homeland Security’s Data Privacy and Integrity Committee Cybersecurity Subcommittee, the National Security Agency’s Privacy and Civil Liberties Panel, the OECD’s Panel of Experts on Health Information Infrastructure, and Intel’s Privacy and Security External Advisory Board.

Previously, Mr. Cate served as a member of the Department of Defense Advanced Research Projects Agency’s Privacy Oversight Board, the National Academies’ Committee on Technical and Privacy Dimensions of Information for Terrorism Prevention, the Federal Trade Commission’s Advisory Committee on Online Access and Security, and Microsoft’s Trustworthy Computing Academic Advisory Board, and as counsel to the Department of Defense’s Technology and Privacy Advisory Committee and reporter for the third report of the Markle Task Force on National Security in the Information Age. He chaired the International Telecommunication Union’s High-Level Experts on Electronic Signatures and Certification Authorities.

Mr. Cate has testified before numerous congressional committees and speaks frequently before professional, industry, and government groups. He is the author of more than 150 articles and books
and is one of the founding editors of the Oxford University Press journal, *International Data Privacy Law*.

Mr. Cate attended Oxford University and received his J.D. and his A.B. with Honors and Distinction from Stanford University. He is an elected member of the Council on Foreign Relations and the American Law Institute, and a fellow of the American Bar Foundation. He may be reached at fcate@iu.edu.

**Kelvin Coleman**  
Director, Government Engagement  
Acting Director, Industry Engagement and Resilience Program  
Office of Cybersecurity and Communications,  
U.S. Department of Homeland Security

Kelvin Coleman oversees Government Engagement for the U.S. Department of Homeland Security's (DHS) Office of Cybersecurity and Communications (CS&C). In this role, Mr. Coleman manages CS&C’s relationship with federal and non-federal public sector stakeholders. Specifically, he is responsible for developing, promoting and implementing policies that fully integrate government agencies, at all levels, into federal cybersecurity plans, procedures and exercises. Through these activities, CS&C provides state, local, tribal and territorial organizations with the leadership, expertise and coordination to assess and mitigate risk to critical cyber infrastructures. Recognizing the shared responsibilities and the interconnected nature of cyberspace, Mr. Coleman champions full collaboration and mission integration with federal, state, local, tribal and territorial partners.

In 2010, Mr. Coleman joined the White House staff as a detaillee from DHS. While at the White House he served as director of State Engagement, National Security Staff - Cyber Directorate.

Prior to his position with CS&C, Mr. Coleman was the staff director for the Industry Executive Subcommittee of the President’s National Security Telecommunications Advisory Committee (NSTAC). The NSTAC provides the President of the United States with collaborative advice and expertise, as well as robust reviews and recommendations to assure a reliable, secure and resilient national communications posture through any event or crisis.

**Thomas F. Duffy**  
Chair, Multi-State Information Sharing and Analysis Center  
Center for Internet Security

Mr. Duffy is the chair of the Multi-State Information Sharing and Analysis Center (MS-ISAC), a national cyber security program supporting state, local, tribal and territorial governments (SLTTs), operated by the Center for Internet Security. As chair, he is responsible for managing all aspects of the MS-ISAC, which is the focal point for cyber threat prevention, protection, response and recovery for the nation's state, local, tribal and territorial governments. He provides leadership in developing program, organizational and financial strategies for the MS-ISAC; overseeing the expansion of MS-ISAC membership and services; and managing the operation of the MS-ISAC's 24-hour cyber security watch and warning operations center, which provides real-time network monitoring, early cyber threat warnings and advisories, vulnerability identification and mitigation and
incident response. The MS-ISAC has been designated by DHS as the ISAC for SLTT governments and has been designated as a key stakeholder in the National Cyber Incident Response Plan.

Scott Hogg
Cybersecurity Channel Manager
State and Local Government, AT&T

As Cybersecurity Channel Manager for AT&T's State and Local Government segment, Scott Hogg leads the effort to equip AT&T's sales teams with resources and solutions needed to help customers prevent, detect and respond to security threats. Mr. Hogg is responsible for driving increased adoption of AT&T's Managed Security Services portfolio.

Mr. Hogg has 20 years of sales and marketing experience in the telecommunications industry working with government and business accounts as well as Fortune 500 and other large telecom companies. He holds a Bachelor of Science degree in Marketing from the University of Alabama and an MBA from Samford University. Scott and his wife Heather live in Dallas, Texas with their three beautiful daughters Victoria, Gabriella and Emma.

Yejin Cook
Director of Government Affairs
National Association of State Chief Information Officers (NASCIO)

Yejin Cooke currently serves as the Director of Government Affairs for the National Association of State Chief Information Officers (NASCIO) where she focuses on issues related to state information technology policy, like cybersecurity. Previously, she was a lobbyist with the National Association of Counties (NACo) and covered issues related to justice, homeland security, telecommunications, and technology. She is a graduate of Johns Hopkins University and earned her J.D. at the Villanova University School of Law. She is barred in Pennsylvania.

Todd Sander
Executive Director
Center for Digital Government

Todd Sander is Executive Director of the Center for Digital Government. He is responsible for helping drive the strategic direction and development of the Center's programs and for providing thought leadership, strategic direction and hands-on expertise in expanding the Center's services to both government and industry. Mr. Sander additionally serves as Vice President of Research for e.Republic, the Center's parent organization, providing leadership, management and development of corporate research business operations. Prior to joining the Center, Mr. Sander served as Chief Information Officer and Assistant City Manager for the City of Tucson and Deputy CIO for the State of Washington.